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Module M.Inf.1138: Usable Security and Privacy

5 C
4 WLH

Learning outcome, core skills:

On completion of the module, students should be able to:

• Understand the needs for usability in secure and privacy-preserving solutions and

the associated challenges,

• Present and discuss selected themes addressed in the research area of usable

security and privacy,

• Define and understand the principles and guidelines to apply when designing new

solutions,

• Describe and compare different methodologies to conduct user studies,

• Plan user studies from their design to the processing and presentation of the

results.

Workload:

Attendance time:

56 h

Self-study time:

94 h

Course: M.Inf.1138.C Usable Security and Privacy (Lecture, Exercise) 4 WLH

Examination: Written exam (90 min.) or oral exam (ca. 20 min.)

M.Inf.1138.Mp: Usable Security and Privacy

Examination requirements:

Introduction to usable security and privacy, selected topics in the research field of usable

security and privacy, human-computer interaction principles and guidelines, methods to

design and evaluate usable solutions in the area of security and privacy.

5 C

Admission requirements:

none

Recommended previous knowledge:

Backgrounds in Computer Security and Privacy

Language:

English

Person responsible for module:

Prof. Dr. Delphine Reinhardt

Course frequency:

irregular

Duration:

1 semester[s]

Number of repeat examinations permitted:

twice

Recommended semester:

Maximum number of students:

20
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